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Allgemeines

Die neueste Version dieser Anleitung ist verfigbar unter:
www.burg.de

Wichtige Hinweise:

= Bitte beachten Sie alle wichtigen Hinweise und lesen Sie
die gesamte Bedienunganleitung durch, bevor Sie mit der
Konfiguration beginnen.

= Bevor Sie das SchlieBsystem in Betrieb nehmen, beachten
Sie den Punkt , Inbetriebnahme” auf Seite 5.

= Masterkarten massen sicher aufbewahrt werden. Bei
Verlust konnen keine Konfigurationen mehr am Schloss
vorgenommen werden.

= Das Bedienfeld ist bei Auslieferung mit einer Schutzfolie
versehen. Die Schutzfolie kann bei der Inbetriebnahme
abgezogen werden.
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Datenblatt

Frontansicht

Technische Daten

MaBe 132 x 38 x 31,5 mm
Batterie' VARTA! AAA (2x)
SchlieBzyklen ca. 50.000
Standby-Zeit ca. 2 Jahre

Material Gehéause: Zamak

Stator: Stahl

Luftfeuchtigkeit (rel.) 0% - 95%

Temperaturbereich Betriebstemperatur: -10°C bis 50°C
Lagertemperatur: -15°C bis 60°C
Verschmutzungsgrad 2

IP-Klasse IP65
Einsatzbereich Indoor / Outdoor
Stator: 16 mm x 19 mm

Schraube: @5 mm

EinbaumaBe

22 mm
M19 Mutter (1x)
Holz- oder Stahlschraube M4 (1x)

Max. Turstarke

Schlossbefestigung

Riegeltyp B

Links (90°), Turanschlag: DIN-rechts
Rechts (90°), Turanschlag: DIN-links
Multiuser-Modus (default),

SchlieBrichtung

Modus
Privat-Modus
RFID-Varianten MIFARE® Classic (lesen / schreiben),

MIFARE® DESFire® EV (lesen)

Anz. Masterkarten max. 3
Anz. Managerkarten max. 2
Anz. Benutzerkarten max. 10

" Das Schloss ist freigegeben fiir Batterien der Marke VARTA. Die Verwendung an-
derer Batterien fuhrt ggf. zu Fehlern in der Funktion (s. Punkt ,Batteriehinweis”).
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Ruckansicht

Default-Einstellungen

Modus Multiuser-Modus

Besetztkennung an

Lieferumfang

= 1x SchlieBsystem

= 1x Gummidichtung

= 1x M19 Mutter

= 1x Stahlschraube M4 x 10 mm?

= 1x Holzschraube M4 x 28 mm? (fir Turstarken
von 18 mm - 22 mm)

= 1x Riegelbefestigungsschraube (M5 x 5,8 mm)

= 1x SchlieBrichtungsscheibe

Optionales Zubehor

= Batterie (VARTA' AAA)

= Masterkarte / Managerkarte (angelernt)
= Benutzerkarte

= Reset-Pin

= Sektorkarten-Set (Sektor 0 bis Sektor 15)
= Masterkey

= Magnet fur Notoffnung

= Riegel Typ B (auftragsbezogen)

= Gehduse aus stabilem Zamak mit schwarzer Pulverlackierung
= RFID-Standard: MIFARE® Classic / MIFARE® DESFire® EV
= integrierte Besetztkennung bei MIFARE® Classic
= einfache Nachristbarkeit z. B. zum Austausch
mechanischer Spindschlosser
= |P65-Schutz (Schutz bei Staub und Strahlwasser)
= Batteriewarnung (optisch und akustisch)
= Moglichkeit zur mechanischen Notoffnung per Masterkey

2 Die Verwendung einer Schraube mit abweichender Lange kann zu
Beschadigungen am Schloss fuhren.
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Einbaulochung? Seitenansicht
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16 mm
ProduktmaBe Funktionsbeschreibungen
Frontansicht Riickansicht Modus: Mehrbenutzer-Berechtigung (Multiuser-Modus)
Dieser Modus eignet sich fur wechselnde Benutzergruppen, bei
38 mm 5mm denen das Fach nur voribergehend oder einmal benutzt wird,

z. B. in einer Sportanlage. Transpondermedien sind fir einen
/m< K ( \ einzelnen SchlieBvorgang gtiltig und werden beim Wieder6ffnen
BURG O des Fachs vom Schloss gelscht. Das Schloss bleibt gedffnet, bis

ein neues Transpondermedium es wieder verschlieBt.

Modus: Fest vergebene Berechtigung (Privat-Modus)

In diesem Modus ist ein Transpondermedium voreingestellt, mit
dem das Schloss bedient werden kann. Dieser Modus eignet
sich fur Benutzergruppen, bei denen sich die Nutzungsrechte
nicht permanent andern sollen, z. B. bei einem Buroschrank. Das
Schloss kann nur mit einem gespeicherten Transpondermedium
bedient werden. Nicht gespeicherte Transpondermedien werden
vom Schloss abgelehnt.

132 mm

Masterkarte

Die Masterkarte kann das Schloss unabhéngig vom eingestell-
ten Modus 6ffnen (Notoffnung). Im Multiuser-Modus wird das
zum SchlieBen verwendete Transpondermedium vom Schloss
geldscht. Die Masterkarte berechtigt zudem zum Anlernen von
Master-, Manager- und Benutzerkarten (im Privat-Modus).

) -

=)

179 mm

(

16 mm
Managerkarte
Die Managerkarte kann das Schloss unabh&ngig vom
eingestellten Modus 6ffnen (Notoffnung).

LED-Verriegelungsanzeige (fiir Multiuser-Modus)
Ist das Schloss verriegelt, blinkt die rote LED in kurzen Abstan-
den auf.

3 EinbaumaBe und Vorlagen (STEP-Dateien) zum Frasen, Stanzen oder Lasern
kénnen bei BURG angefragt werden.
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Automatische Verriegelung (fiir Privat-Modus)
Nach dem Offnen schlieBt das Schloss automatisch nach weni-
gen Sekunden.

Besetztkennung (fiir Multiuser-Modus)

Beim SchlieBvorgang wird das zum SchlieBen verwendete Trans-
pondermedium mit einer Besetztkennung versehen. Durch die
Besetztkennung kann das Transpondermedium kein weiteres
Schloss verschlieBen. Die Besetztkennung wird beim Offnungs-
vorgang wieder aufgehoben.

Hinweis: Diese Funktion ist nur mit MIFARE® Classic Transpon-
dermedien méglich. Die Besetztkennung kann zusétzlich mithilfe
der Masterkarte oder mit der Release Box vom Transponderme-
dium geléscht werden (bspw. nach einer Offnung durch Master-
oder Managerkarte).

Batteriewarnung

Fallt die Batteriespannung unter ein bestimmtes Level (Phase

7) ertdénen beim Vorhalten eines Transpondermediums funf
absteigende Tone, die rote LED leuchtet auf. Die Bedienung des
Schlosses ist weiterhin moglich. Fallt die Spannung in den kri-
tischen Bereich (Phase 2), kann das Schloss nicht mehr bedient
werden.

LED- & Tonsignale

Griine und rote LED (1x Blinken) / Signalton (2x kurz)
Batterien erfolgreich eingelegt. Das Schloss ist betriebsbereit.

Griine LED (kurzes Aufleuchten) / Signalton (1x kurz)
Annahme von autorisierten Transpondermedien.

Rote LED (2x Blinken) / Signalton (2x kurz)
Ablehnen von nicht autorisierten Transpondermedien.

Griine LED (2x Blinken) / Signalton (2x lang)
Erfolgreicher Loschvorgang.

Griine LED (Blinken) / Signalton (1x kurz)
Erfolgreicher Konfigurationsvorgang.

Griine LED (4x Blinken) / Signalton (4x kurz)
Erfolgreicher Resetvorgang.

Rote LED (2x Blinken) / Signalton (2x kurz)
Abbruch eines Konfigurationsvorgangs.

Rote LED (kurzes Aufleuchten) / Signalton (5x kurz) beim
Offnungsvorgang
Batterieleistung lasst nach.

Grine LED (Blinken)
Das Schloss befindet sich im Konfigurationsmodus.

Rote LED (Blinken)
Das Schloss befindet sich im geschlossenen Zustand.
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Gewabhrleistung zur Transponderkompatibilitat

Bei der Verwendung von RFID-Transpondermedien, die nicht von
BURG freigeben wurden, wird keine Gewahrleistung fur Kompa-
tibilitat tbernommen.

Inbetriebnahme

= Die erste Karte, die bei der Inbetriebnahme bzw. nach dem l
Loschen der Karten / Reset vor das Schloss gehalten wird,
wird als Masterkarte gespeichert.

= Wir empfehlen bei der Inbetriebnahme bereits alle 3
Masterkarten anzulernen und diese sicher aufzubewahren.

= Das Bedienfeld ist bei Auslieferung mit einer Schutzfolie
versehen. Die Schutzfolie kann bei der Inbetriebnahme
abgezogen werden.

1 Erste Schritte

1. Schloss aus der Verpackung nehmen, Schutzfolie vom
Bedienfeld entfernen und Batteriefach 6ffnen (Hilfe-
stellung auf S. 10 , Batteriewechsel”).

2. Batterien gem. der (+ / -) Symbole einsetzen. Den Signal-
ton und das Aufleuchten der grinen und dann der roten
LED abwarten. Batteriefach schlieBen.

3. Anzulernende Masterkarte mittig vor das Schloss
halten. Ein Signalton und das Aufleuchten der griinen
LED bestatigen den erfolgreichen Vorgang.

Hinweis: Zum Anlernen weiterer Masterkarten den
Punkt 1a -, Weitere Masterkarten” im Kapitel ,,Konfi-
guration” befolgen.

Konfiguration

Nicht autorisierte Karten werden vom Schloss mit zwei auf- I

der roten LED abgelehnt.

einanderfolgenden Signalténen und 2-maligem Blinken W

1 Karten anlernen
a) Weitere Masterkarten

1. Masterkarte 2x mittig vor das Schloss halten. Beim ersten
Vorhalten ertont ein Signalton, die grine LED leuchtet
auf. Das Schloss ist jetzt geoffnet. Beim erneuten Vor-
halten ertdnt ein weiterer Signalton, die griine LED be-
ginnt zu blinken.

2. Anzulernende Masterkarte mittig vor das Schloss halten.
Ein langer Signalton bestatigt den erfolgreichen Vorgang.

3. Bei Bedarf weitere Masterkarten wahrend des Blinkens
vor das Schloss halten.
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4. \Warten bis die LED aufhort zu Blinken.

Hinweis: Es k6nnen insgesamt 3 Masterkarten angelernt
werden.

b) Managerkarte

1. Masterkarte 4x mittig vor das Schloss halten. Beim ersten
Vorhalten ertént ein Signalton, die grtine LED leuchtet
auf. Das Schloss ist jetzt gedffnet. Beim erneuten Vor-
halten ertont ein weiterer Signalton, die grtine LED be-
ginnt zu blinken.

2. Anzulernende Managerkarte mittig vor das Schloss
halten. Ein langer Signalton bestatigt den erfolgreichen
Vorgang.

3. Bei Bedarf weitere Managerkarten wahrend des Blinkens
vor das Schloss halten.

4. \Warten bis die LED aufhort zu Blinken.

Hinweis: Es kénnen insgesamt 2 Managerkarten angelernt
werden.

C) Benutzerkarten (Privat-Modus)

1. Masterkarte 3x mittig vor das Schloss halten. Beim ersten
Vorhalten ertont ein Signalton, die griine LED leuchtet
auf. Das Schloss ist jetzt gedffnet. Beim erneuten Vor-
halten ertont ein weiterer Signalton, die grtine LED be-
ginnt zu blinken.

2. Anzulernende Benutzerkarte mittig vor das Schloss
halten. Ein langer Signalton bestatigt den erfolgreichen
Vorgang.

3. Bei Bedarf weitere Benutzerkarten wahrend des Blinkens
vor das Schloss halten.

4. Warten bis die LED aufhort zu Blinken.
Hinweis: Es kénnen insgesamt 10 Benutzerkarten angelernt
werden.

2 Karten l6schen

a) Masterkarte

Bei diesem Vorgang werden alle Masterkarten, auBer die |
zum Loéschen verwendete Masterkarte, vom Schloss ge-
|6scht. Es bleibt somit immer eine Masterkarte angelernt.

1. Masterkarte fir ca. 8 Sekunden mittig vor das Schloss
halten. Ein Signalton ertont, die griine LED leuchtet
auf. Das Schloss ist jetzt gedffnet. Nach den 8 Sekunden
ertont ein weiterer Signalton, die griine LED beginnt zu
blinken.
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2. Die Masterkarte, die nicht geléscht werden soll, mittig
vor das Schloss halten.

3. Zwei Signalténe und das zweimalige Aufblinken der
grinen LED best&tigen den erfolgreichen Vorgang.

b) Managerkarte

Bei diesem Vorgang werden alle Managerkarten vom |
Schloss geloscht. T

1. Masterkarte fur ca. 8 Sekunden mittig vor das Schloss
halten. Ein Signalton ertont, die griine LED leuchtet
auf. Das Schloss ist jetzt gedffnet. Nach den 8 Sekunden
ertont ein weiterer Signalton, die griine LED beginnt zu
blinken.

2. Eine beliebige, angelernte Managerkarte mittig vor das
Schloss halten.

3. Zwei Signalténe und das zweimalige Aufblinken der
grinen LED bestatigen den erfolgreichen Vorgang.

¢) Benutzerkarte (Privat-Modus)

Bei diesem Vorgang werden alle Benutzerkarten vom |
Schloss geléscht. T

1. Masterkarte fur ca. 8 Sekunden mittig vor das Schloss
halten. Ein Signalton ertont, die grtine LED leuchtet
auf. Das Schloss ist jetzt gedffnet. Nach den 8 Sekunden
ertént ein weiterer Signalton, die grine LED beginnt zu
blinken.

2. Eine beliebige, angelernte Benutzerkarte mittig vor das
Schloss halten.

3. Zwei Signalténe und das zweimalige Aufblinken der
grinen LED bestatigen den erfolgreichen Vorgang.

3 Modus wechseln

Fur diesen Vorgang wird der Reset-Pin benotigt. Das 1
Schloss muss fur diesen Vorgang demontiert werden (Hilfe-
stellung auf S. 9 ,Montage”).

1. SchlieBsystem demontieren.

2. Reset-Pin 3x hintereinander in das Reset-Loch auf der
Ruckseite des SchlieBsystems drticken.

3. Ein langer Signalton und das dreimalige Blinken der roten
LED fur den Privat-Modus (das Schloss verschliet), bzw.
ein langer Signalton und das zweimalige Blinken der
grinen LED fur den Multiuser-Modus (das Schloss 6ffnet),
bestatigen den erfolgreichen Vorgang.
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4 Besetztkennung von Benutzerkarten l6schen 6 Auf Default-Einstellung zuriicksetzen

a) Mit Release-Box Fur diesen Vorgang wird der Reset-Pin benétigt. Das I

— — — , ! Schloss muss fir diesen Vorgang demontiert werden (Hilfe- =
Fur diesen Vorgang wird die Release Box benétigt. Die | stellung auf S. 9 ,Montage”). Es werden alle vorgenomme-
Benutzerkarte kann nach dem Loschen wieder verwendet nen Einstellungen auf die Default-Einstellung zurtickgesetzt.

werden. Alle angelernten Karten und Transpondermedien werden
geloscht.

1. Benutzerkarte mittig auf die Release Box halten.

2. Ein Signalton und die grtine und dann die blaue 1. Schliesystem demontieren.

LED" bestdtigen den erfolgreichen Vorgang. 2. Reset-Pin fur wenige Sekunden in das Reset-Loch auf der

Ruckseite des SchlieBsystems drticken.

b) Mit Masterkarte (Multiuser-Modus) o B , ) , )
3. Vier Signalténe und das viermalige Blinken der griinen

1. Masterkarte 3x mittig vor das Schloss halten. Beim ersten LED bestatigen den erfolgreichen Vorgang.
Vorhalten ertont ein Signalton, die grtine LED leuchtet
auf. Das Schloss ist jetzt gedffnet. Beim erneuten Vor-
halten ertont ein weiterer Signalton, die grtine LED be-
ginnt zu blinken.

2. Besetzte Benutzerkarte mittig vor das Schloss halten.
Ein langer Signalton und die rote LED bestatigen den
erfolgreichen Vorgang. Das Schloss ist jetzt verschlossen.

3. Benutzerkarte mittig vor das Schloss halten. Das Schloss
offnet. Ein Signalton und die grine LED bestatigen den
erfolgreichen Vorgang.

5 Besetztkennung einstellen

a) Sektor fiir die Besetztkennung &ndern

Fur diesen Vorgang wird das Sektorkarten-Set benotigt. |
Im Default wird die Besetztkennung auf Sektor 15 ge-
schrieben.

1. Die gewtinschte Sektorkarte (Sektorkarte 1 bis 15)
mittig vor das Schloss halten.

2. Zwei lange Signaltone und die griine LED bestatigen
den erfolgreichen Vorgang.

b) Besetztkennung deaktivieren

Fur diesen Vorgang wird das Sektorkarten-Set benétigt. !

1. Sektorkarte 0 mittig vor das Schloss halten.

2. Zwei lange Signaltone und die grine LED bestatigen
den erfolgreichen Vorgang.

' LED-Signal kann bei &lteren Freigabeboxen abweichen.
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Nicht autorisierte Karten werden vom Schloss mit zwei auf- |
n
einanderfolgenden Signalténen und 2-maligem Blinken ‘

der roten LED abgelehnt.

1 Multiuser-Modus
a) SchlieBen

1. Tur schlieBen. Knauf zurtck in die Ausgangsposition
drehen.

2. Benutzerkarte mittig vor das Schloss halten. Ein Signal-
ton und die rote LED bestétigen den erfolgreichen Vor-

gang.

b) Offnen

1. Benutzerkarte mittig vor das Schloss halten. Ein Signal-
ton und die griine LED bestatigen den erfolgreichen Vor-
gang.

2. Knauf in die geoffnete Position drehen und Tar
aufziehen.

2 Privat-Modus

a) Offnen

1. Benutzerkarte mittig vor das Schloss halten. Ein Signal-
ton und die grine LED bestatigen den erfolgreichen Vor-
gang.

2. Knauf in die geoffnete Position drehen und Tar
aufziehen.

b) SchlieBen

Das Schloss schlieBt innerhalb weniger Sekunden auto-
matisch. Die rote LED blinkt kurz auf, ein Signalton ertont.
Zum SchlieBen die Tur zudrucken und das Schloss zurtick in
die Ausgangsposition drehen, bis er einrastet.

3 Offnen mit Master- / Managerkarte

Bei diesem Vorgang wird im Multiuser-Modus die zum 1
SchlieBen verwendete Benutzerkarte vom Schloss geléscht.

Bei aktivierter Besetztkennung kann diese nicht mehr benutzt
werden, bis die Besetztkennung aufgehoben wird. Im Privat-
Modus bleiben die gespeicherten Benutzerkarten bestehen.

1. Masterkarte oder Managerkarte mittig vor das Schloss
halten. Ein Signalton und die grtine LED bestatigen den
erfolgreichen Vorgang.

2. Knauf in die getffnete Position drehen und Tur
aufziehen.

Niro.RFID | 10-24
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4 Offnen mit Masterkey

Fur diesen Vorgang wird der Masterkey und ein
Magnet bendétigt.

1. Mit dem Magnet die Knaufabdeckung entfernen.
2. Masterkey einstecken und Schloss &ffnen.

3. Schlussel zurtickdrehen, abziehen und Knaufabdeckung
wieder aufsetzen.

Rev. 01 | Deutsch | 8



EinbaumaBe und Vorlagen (STEP-Dateien) zum Frasen, |
Stanzen oder Lasern kénnen bei BURG angefragt werden. T

1

Die Einbaulochung geméaB der EinbaumaBe an der Turfront
vorbereiten (MaBangaben auf S. 4).

9

Das Schloss von vorne (TtrauBenseite) in die Einbaulo-
chung einsetzen und in dieser Position halten. Das Schloss
muss gerade sitzen und das BURG-Logo oben sein. Die
M19 Mutter von hinten auf den Stator aufsetzen und

mit einem SteckschlUssel (SW22) handfest anziehen. Die
Befestigungsschraube oberhalb des Schlosses durch die
vorgesehene Bohrung fthren und mit einem Kreuzschlitz-
schraubendreher (z. B. GréBe PH 2) mit dem Schloss ver-
schrauben.

Niro.RFID | 10-24
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Bei Bedarf die SchlieBrichtung einstellen. Im Auslieferzu-
stand ist die SchlieBrichtung , Links” (Taranschlag: DIN-
rechts) eingestellt. Die SchlieBrichtung kann in 90°-Schrit-
ten verstellt werden. Dazu die SchlieBrichtungsscheibe vom
Stator abnehmen, um 90° nach rechts drehen und wieder
aufsetzen.

®

Linksangeschlagene Tur /
SchlieBrichtung rechts:

Rechtsangeschlagene Tur /
SchlieBrichtung links:

O—@HO
N

4 Den Riegel aufsetzen. Mit der beigelegten Riegelbefesti-

gungsschraube und einem Kreuzschlitzschraubendreher (z.
B. GroBe PH 2) handfest anziehen.

5 Prufen, ob der Riegel im geschlossenen Zustand an dem

SchlieBblech oder der Falz ausreichend Halt findet. Der
Riegel sollte beim SchlieBen des SchlieBsystems ohne Druck
oder Widerstand in seine Endposition gedreht werden
kénnen.

Hinweis: Durch ein anpassbares SchlieBblech lasst sich das
SchlieBen optimal einstellen. Mehr Informationen kénnen
bei BURG angefragt werden.
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Batteriewechsel

werden.

Fur den Batteriewechsel muss das SchlieBsystem demontiert ||

1 Das SchlieBsystem demontieren (Hilfestellung auf S. 8
.Montage”). Schraube, Mutter und Gummidichtung ent-

fernen

7%

T

@)

2 Batterien geméaB der (+/-) Symbole austauschen.

3 Gummidichtung wieder aufsetzen. Das SchlieBsystem mit
der Mutter und Schraube wieder montieren (Hilfestellung

auf S. 8

Niro.RFID | 10-24

.Montage”).

T2

(S

.

o

BURG
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Konformitat / Zertifizierung

CE Konformitatserklarung

Hiermit erklart BURG Luling GmbH & Co. KG, dass die
Funkanlage, Typ Niro.RFID, mit den Richtlinien 2014/30/EU,
2014/35/EU, 2014/53/EU und 2011/65/EU konform ist. Den
vollstandigen Text der EU-Konformitatserklarung finden Sie

unter folgendem Link:

https://www.burg.de/files/downloads/Declaration-of-Conformi-
ty/BURG_DoC_NiroRFID_EN.pdf

Garantie- und Gewahrleistung

Die Gewahrleistung erfolgt im Rahmen der gesetzlichen Bestimmungen. Bei Fragen
wenden Sie sich an einen Fachhandel oder an den unten stehenden Kontakt.

Ersatzteile finden Sie im Fachhandel oder unter: www.burg.shop

Reinigungs- und Pflegehinweis

Batterien vor der Reinigung des Geréates entfernen. Die Oberflachen des Geréates
vorsichtig mit einem feuchten, sauberen Tuch reinigen. Chemische Reinigungs-
mittel durfen nicht eingesetzt werden. Staub oder Flissigkeiten durfen nicht in das
Geréat eindringen.

Vertrieb Schweiz durch:

easy@»))

easylD Solutions GmbH
Affolternstrasse 9
8908 Hedingen

T +41 44 700 04 60
easyid.ch / solutions@easyid.ch

Niro.RFID | 10-24
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Entsorgungs- und Batteriehinweis

Die EU-Richtlinie 2012/19/EU regelt die ordnungsgemaBe Ruicknahme, Behandlung
und Verwertung von gebrauchten Elektronikgeraten.

Jede verbrauchende Person ist gesetzlich verpflichtet Batterien, Akkus oder Elek-
tro- und Elektronikgeréate (, Altgerate”), die mit Batterien oder Akkus betrieben
werden, getrennt vom Hausmull zu entsorgen, da sie Schadstoffe und wertvolle
Ressourcen enthalten. Die Entsorgung kann an einer dafur zugelassenen Sammel-
oder Rucknahmestelle erfolgen, z. B. einem lokalen Wertstoff- oder Recyclinghof.
Altgeréate, Batterien und Akkus werden dort kostenlos angenommen und einer
umwelt- und ressourcenschonenden Verwertung zugefuhrt. Elektro-Altgerate, ge-
brauchte Batterien oder Akkus kénnen auch an uns zurtickgeschickt werden. Die
Rucksendung muss ausreichend frankiert an die unten stehende Adresse erfolgen.
Folgendes Symbol auf den Elektro-Altgeraten, Batterien oder Akkus kennzeichnet,
dass sie nicht tber den Hausmull entsorgt werden durfen:

Wichtige Hinweise zur Nutzung von Batterien:

® Die Verwendung hochwertiger Markenbatterien sind fur die fehlerfreie
Funktion des SchlieBsystems voraussetzend. BURG-SchlieBsysteme sind ab
Werk fur die spezifizierten Industriebatterien der Marke VARTA freigege-
ben. Die Verwendung von Batterien anderer Marken kann zu einer redu-
zierten Anzahl von moglichen SchlieBzyklen sowie zu einer eingeschran-
kten Funktionalitat und Funktionsproblemen fiihren, da Batterien anderer
Marken mit gleichen Spezifikationen erfahrungsgeméaB ein abweichendes
Leistungsverhalten haben. BURG tbernimmt keine Garantie fur die
Funktionsfahigkeit des SchlieBsystems bei Verwendung von Batterien einer
anderen, als der oben genannten Marke.

Werden beim Batteriewechsel beide Batterien gleichzeitig oder Uber einen
langeren Zeitraum entnommen, gehen Einstellungen, die die integrierte
Echtzeituhr (RTC) betreffen, verloren.

Batterien konnen explodieren oder entziindliche Gase freisetzen, wenn sie
falsch behandelt, zerstort oder ein falscher Batterietyp eingesetzt wird. Die
Batterien nicht wieder aufladen, zerlegen, extrem hohen Temperaturen aus
setzen oder ins Feuer werfen. Auf schadstoffhaltigen Batterien stehen
jeweils Hinweise in Form von Abkulrzungen auf die Inhaltstoffe Cadmium
(Cd), Quecksilber (Hg) und Blei (Pb). Wird das Schloss tber einen langeren
Zeitraum nicht benutzt, mussen Batterien entnommen werden.

Kontakt

BURG Liiling GmbH & Co. KG

Volmarsteiner Str. 52
58089 Hagen (Germany)
+49(0)2335 6308-0

info@burg.de
www.burg.de
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